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Abstract

This article examines the relationship between digital proficiency, trust in service providers, and the intention to use digital health care and social welfare services among prisoners and people with mental health conditions in Finland. Based on cross-sectional data, which includes responses from 225 prisoners and 120 people with mental health conditions between September 2020 and May 2021, a study utilizing latent profile analysis (LPA) reveals that although high digital skills were observed, trust in providers of digital services within the health care and social welfare sector remained low, particularly among younger participants. Despite trust issues, the intention to use digital services remained high, particularly among inmates. This suggests that trust is not the sole factor influencing digital service adoption; age and perceived digital competence also play significant roles. Prisoners demonstrated higher levels of advanced internet skills than individuals with mental health backgrounds, possibly due to overestimating their abilities. Alternative approaches, such as social support and hands-on learning, are vital for enhancing digital skills in socially marginalized groups. Understanding these determinants can guide policymakers and practitioners in developing targeted interventions to promote digital inclusion effectively by considering broadly the factors that promote the accessibility of digital health care and social welfare services. Future research combining objective proficiency testing and self-reported data can offer deeper insights for more successful strategies.
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Introduction

The digitalization of society is rapidly transforming citizens’ way of life. Digital skills have become part of the civic skills required to manage everyday life. While a large proportion of citizens consider their skills sufficient to use digital devices and services fluently in their daily lives and feel that they benefit from them [1], some are marginalized due to a lack of equipment, digital or other (e.g., language) skills, ill health, and negative attitudes towards technology [2]. This applies particularly to citizens who are economically and socially disadvantaged [3]. The COVID-19 pandemic caused essential health and
Social welfare services to transition rapidly to online platforms, exacerbating existing inequalities [4].

Citizens’ inequalities are manifested as a digital divide, consisting of access and availability of digital services, digital literacy, and skills in the use of services and technology, and the benefits, impacts, and relevance of services [5]. Socially marginalized groups lack economic, cultural, social, and personal resources, exposing them to digital exclusion [2]. Vulnerability within socially marginalized groups results from complex interactions of various factors over the life course [6]. This study examines two socially marginalized groups, prisoners and people with mental health conditions, that face a high risk of being excluded from digital services.

Individuals in these groups share specific characteristics that can make it challenging to acquire digital skills [7]. Prisoners often have substance abuse problems, mental health conditions, and somatic diseases [8]. Approximately 32.8% of the prison population in Europe experience mental health disorders, although this percentage likely underestimates the actual prevalence due to potential underreporting [9]. Mental health conditions are associated with reduced functional capacity using digital devices and the internet [10]. Stigma related to prisoners [11] and people with mental health conditions [12] is a well-documented social phenomenon that can significantly impact individuals’ lives and their access to resources and support. Exclusion from public services is likely if the prerequisite is independent use of digital services regardless of the person’s digital, language, and literacy skills or cognitive and health status [13].

**Key concepts**

In this study, the concepts of digital skills, internet self-efficacy, and trust are essential in determining an individual’s behavioral intention to use digital health care and social welfare services. Digital skills reflect a user’s actual behavior, while internet self-efficacy [14,15] represents their belief in the ability to use the internet effectively. Trust has been shown to influence attitudes toward technology positively and, in turn, affect behavioral intentions [16]. Together, these factors provide an understanding of technology adoption and usage and can guide the design of effective strategies for promoting digital services.

Digital skills, understood as the ability to interact with digital content effectively, are not innate but developed competencies [4]. They are built on the foundation of traditional literacy, which includes reading, writing, and interpreting text [6]. Higher education often correlates with advanced digital skills due to the ample opportunities for digital interaction it provides [6,17]. However, these skills are not solely developed through formal education; informal learning, including self-directed, experiential, and social learning, is also crucial [2].

Internet skills, a subset of digital skills, enable effective engagement with the internet. These can be divided into five types: operational (operating digital devices and software), formal (understanding and using digital systems’ structures and conventions), information processing (effectively searching for, evaluating, and using online information), communicative (participating in online communication and collaboration), and strategic (using digital technologies efficiently and goal-oriented) [17,18]. Lower skill levels may limit internet access and usage [17], potentially leading to a digital divide where those with lower digital skills are disadvantaged in areas like education, employment, and social interactions [2].

In digital skills, one’s confidence in their abilities is pivotal. Self-efficacy, a belief in one’s ability to achieve desired results, is a key determinant of
personal agency [19]. It influences the perceived usefulness and ease of use of technology [20]. Internet Self-Efficacy (ISE), belief in one’s ability to effectively use the internet, is a significant predictor of online behavior and performance [14,15,20]. Application-specific self-efficacy, such as the ability to use health information portals, is crucial for technology adoption and is positively associated with internet use and consumer acceptance of health portals [14,15,20,21].

When discussing digital skills and internet self-efficacy, it’s important to consider the role of trust. It is a state of mind involving expectations, beliefs, and risk-taking crucial in online contexts for security and protection against exploitation [22]. Confidence in one’s skills, trust in internet security, and the service provider are prerequisites for using digital services [4,23]. Trust can influence the adoption and effective use of digital services [16,24,25]. However, certain populations, such as prisoners and people with mental health conditions, may lack trust in technology due to various factors, including privacy concerns and negative experiences [26,27].

Behavioral intention is essential in understanding how individuals make decisions about using digital services and technology. As Ajzen [28] defined, behavioral intention refers to an individual’s stated willingness to engage in a specific behavior, such as utilizing digital services, in a particular context. The Technology Acceptance Model (TAM) [29] is a more specific model that concentrates on the determinants of computer technology acceptance and usage. Both the theory of planned behavior [28] and the TAM [29] aim to explain the relationship between behavioral intentions and the actual use of services. Research has demonstrated a strong correlation between behavioral intentions and actual behavior, which leads to the use of behavioral intentions as a predictor of future behavior [30].

While prior research has explored trust in service providers and the internet [23,27] however, user profiling of digital skills among socially marginalized groups such as prisoners and people with mental health conditions has not been investigated before. Understanding individuals’ skill levels and their link to digital service use can guide effective digital support strategies. By better identifying the needs of vulnerable individuals, digital services can be more effectively targeted, enhancing client segmentation [31].

**Aim and research questions**

The primary objective of this research was to discern profiles pertaining to digital skills, internet self-efficacy, and trust in health care and social welfare service providers within socially marginalized cohorts, specifically targeting prisoners and individuals with mental health issues. Additionally, the study sought to explore the potential associations between these identified profiles and individuals’ intentions to utilize digital health care and social welfare services. The present study addresses the following research questions:

**RQ 1** What kind of digital skills, internet self-efficacy, and trust profiles can be found among prisoners and adult mental health service users?

**RQ 2** How are digital skills, internet self-efficacy, and trust associated with the intention to use digital health care and social welfare services?

**Material and methods**

**Sample**

This study, part of a broader research project, investigates digital exclusion in marginalized groups,
focusing on prisoners and individuals with mental health conditions. Both groups face societal integration challenges upon release or during daily life due to stigma and discrimination, respectively [11,12]. Despite the survey not directly addressing mental health, it's important to note the shared experiences between these groups, including learning difficulties and mental health disorders. Therefore, the study encompasses both groups, recognizing their shared struggles with societal integration and digital access.

This study’s purposive sample included 345 participants, consisting of prisoners and mental health service users, surveyed from November 2020 to May 2021. The 225 prisoners were recruited from eleven Finnish prisons, including six closed and five open facilities, with a response rate of 19.9%. The remaining 120 participants, individuals with mental health conditions, were sourced from four organizations in southern Finland that provide community-based mental health services. Most (64%) were from a medium-sized NGO, supplemented by members from three other NGOs offering rehabilitation and peer support. The public service provider NGO had a response rate of about 25%, while the rates for individually invited participants from other organizations are unknown.

Data were collected through a questionnaire, available in paper or digital format. However, in prisons, only paper responses were collected and returned anonymously in provided envelopes.

The study was conducted according to the guidelines of the Finnish National Board on Research Integrity [32], based on voluntary participation and informed consent. Stringent measures were implemented in accordance with the General Data Protection Regulation (GDPR) to ensure the preservation, handling, and storage of the data used in this study. Ethical approval was obtained from the Ethics Committee for Humanities at the Universities of Applied Sciences in the Helsinki Metropolitan Area (Decision 6/2020; September 25, 2020). To ascertain effectiveness and accessibility, considering that prisoners and people with mental health conditions may encounter cognitive and literacy challenges, the questionnaire was tested with 11 individuals who have a criminal background. The test data was included in the analysis.

**Instruments**

The complete questionnaire comprised 24 questions, most containing several items and statements. This study focuses on five questions with 32 statements. Demographic questions of gender, age, and educational level were also included. The educational level variable was dichotomized into two categories: secondary education and no secondary education. As background information, the participants were asked two additional questions about the use of the internet and the types of devices and services they have at their disposal.

Basic digital skills and activities were measured with 12 items from the Australian Digital Inclusion Index (ADII) [33]. The ADII measures basic digital skills related to general internet use, mobile phone, banking, shopping, community, and information skills. Activities scale items comprise streamed, played, or downloaded content online, audio-visual communication via the internet, internet transaction or payment, purchased or sold online products, created, or managed sites or blogs, and searched advanced information. Likert scale response options ranged from 1 (“no level of competence”) to 5 (“high level of competence”). If the participant was unfamiliar with the activity, “I do not know” was an option.

The internet self-efficacy scale, adapted from the Eastin and LaRose [14] study, consists of eight items
that measure beliefs about the use of internet hardware and software at a general level. The measure of trust, which contains seven items, is based on the research by Carter and Bélanger [24]. This measure assesses trust in both the internet and in health care and social welfare service providers. A 5-point Likert scale was used for response options, ranging from 1 (“totally disagree”) to 5 (“totally agree”). This scale was applied to both the internet self-efficacy and the trust measures.

The measure for behavioral intention with five items on a 5-point Likert scale was planned based on previous studies on health technology [20,34]. A person’s overall readiness to use digital health care and social welfare services and the likelihood of future use of digital services were measured with two items. How eager the respondent was to apply for social welfare benefits or deal with health-related matters over the internet was measured with two questions, and the preference between remote and face-to-face appointments with health and social care professionals with one question.

Statistical analysis

The descriptive statistics were computed using IBM SPSS (version 28), and latent profile analysis was performed with Jamovi (version 2.3.18). The study analyzed the sample’s demographics, internet access, and digital product usage. Exploratory factor analysis identified the best measurement model for digital skills, self-efficacy, trust, and intention to use digital health and social services. Harman’s one-factor test addressed common method bias in scale variables, with the variance attributed to the initial factor below the 0.5 threshold, indicating no common method bias.

The digital skills (Australian Digital Inclusion Index) revealed two factors: basic skills (Skills B) with seven statements and advanced skills and activities (Skills A) with five statements, with a KMO of 0.934. Internet self-efficacy (ISE), trust, and intention yielded one-factor solutions. Average indices were calculated, and internal consistency was estimated with Cronbach’s alpha. Skills B, Skills A, ISE, and trust measures were compared across demographic variables (setting, gender, education) using the Mann-Whitney U test.

The number of profiles generated with latent profile analysis (LPA) was chosen according to the ones that best fit the data structure (i.e., goodness-of-fit indices). The fit indices were the Bootstrapped Likelihood Ratio Test (BLRT), the Akaike Information Criterion (AIC), the Approximate Weight of Evidence (AWE), the Consistent Akaike Information Criterion (CAIC), the Bayesian Information Criterion (BIC), the Sample Adjusted Bayesian Information Criteria (SABIC) and entropy (an overall measure of all posterior probabilities). Lower values of AIC, AWE, CAIC, BIC, and SABIC indicate greater model fit. Entropy values range from 0 to 1, and higher values indicate a better differentiation between profiles. The BLRT was used to determine whether the k-1 profile model should be rejected in favor of a k-profile model. The profile solution was analyzed further with Kruskal Wallis one-way analysis of variance to examine whether the intention to use digital health care and social welfare services and age varied depending on profile type.

Results

Characteristics of the participants

The study involved 345 participants, aged between 18 and 70 years, with a mean age of 39.9 (SD = 12.3). Most of the participants were men (71.6%), and more than half had secondary or higher education (55.8%). In terms of internet usage, most participants (68.7%) used the internet daily or almost
daily, while 22.3% used it weekly to several times a year, and a small proportion (9.0%) used it once a year or never.

Regarding devices and connections, smartphones were the most popular device for internet access (79.7%), followed by personal computers (55.9%) and cable or NBN fixed broadband connections (44.3%). Tablet computers and shared family computers were used by 29.3% and 13.6% of the participants, respectively. Notably, 13.0% of the participants reported not having internet access.

**Internal consistencies of the scales**

To ensure the reliability of the measurements, the internal consistencies of the various scales used in the study were evaluated using Cronbach’s alpha coefficient. This analysis demonstrated that the scales pertaining to basic skills (\(N = 315; \text{Mdn} = 4.14\)), internet self-efficacy (ISE) (\(N = 337; \text{Mdn} = 3.88\)), and trust (\(N = 342; \text{Mdn} = 3.86\)) exhibited satisfactory levels of internal consistency, with Cronbach’s alpha values of 0.94, 0.95, and 0.96, respectively. Similarly, the advanced skills (\(N = 283; \text{Mdn} = 2.80\)) scale, with a Cronbach’s alpha coefficient of 0.87, and the intention scale (\(N = 341; \text{Mdn} = 3.40\)), with a Cronbach’s alpha value of 0.85, demonstrated acceptable reliability.

**Univariate tests**

A comparison was made of Skills A, Skills B, ISE (Internet self-efficacy), and trust measures across demographic variables such as setting (mental health and prison), gender, and education level. The Mann-Whitney U test was used to compare these measures across groups (see Table 1). The results showed lower trust scores in the prison group compared to the mental health group and higher trust measures among females than males. Advanced skills scores were lower in the mental health setting, and ISE was higher among males. However, there was no difference in basic skills and ISE between the two settings, nor in basic or advanced skills between genders. Education level had no impact on skills and trust measures.
Table 1. Skills and trust measure comparison between the settings and gender.

<table>
<thead>
<tr>
<th>Skills B Setting</th>
<th>Gender</th>
<th>Education</th>
<th>N</th>
<th>Mdn</th>
<th>U</th>
<th>Z</th>
<th>p</th>
<th>η²</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Mental Health</td>
<td>Male</td>
<td>Secondary</td>
<td>119</td>
<td>4.29</td>
<td>12572.5</td>
<td>-.262</td>
<td>.794</td>
<td>.032</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>No secondary</td>
<td>219</td>
<td>4.14</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Prison</td>
<td>Male</td>
<td>No secondary</td>
<td>240</td>
<td>4.14</td>
<td>10483</td>
<td>-.72</td>
<td>.474</td>
<td>.039</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>Secondary or higher</td>
<td>92</td>
<td>4.14</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Male</td>
<td>Secondary or higher</td>
<td>114</td>
<td>4.14</td>
<td>10663.5</td>
<td>-.30</td>
<td>.763</td>
<td>.017</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>No secondary</td>
<td>191</td>
<td>4.14</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Table 2 displays the Log Likelihood, AIC, AWE, CAIC, BIC, SABIC, BLRT, and entropy values for the one to five profile solutions. The four-profile solution showed the lowest AWE, BIC, and CAIC values. A significant BLRT value ($p < .05$) indicates that the four-profile model was superior to the five-profile solution. LL and AIC kept descending slightly with an additional profile. However, the four-profile model was chosen as it showed the highest entropy and differed only in the overall level of the two indicators compared to the five-profile model.

Latent profiles

LPA was used to establish a baseline model of user profiles encompassing manifest variables of basic internet skills, advanced internet skills, internet self-efficacy, and trust. Five subsequent LPAAs were performed to determine the most meaningful profile model based on the skill dimensions and trust. Table 2 displays the Log Likelihood, AIC, AWE, CAIC, BIC, SABIC, BLRT, and entropy values for the one to five profile solutions. The four-profile solution showed the lowest AWE, BIC, and CAIC values. A significant BLRT value ($p < .05$) indicates that the four-profile model was superior to the five-profile solution. LL and AIC kept descending slightly with an additional profile. However, the four-profile model was chosen as it showed the highest entropy and differed only in the overall level of the two indicators compared to the five-profile model.
Table 2. Information criteria values for different profile solutions.

<table>
<thead>
<tr>
<th>K</th>
<th>LL</th>
<th>AIC</th>
<th>AWE</th>
<th>BIC</th>
<th>CAIC</th>
<th>SABIC</th>
<th>pBLRT</th>
<th>Entropy</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>-1623</td>
<td>3262</td>
<td>3357</td>
<td>3290</td>
<td>3298</td>
<td>3265</td>
<td>0.010</td>
<td>1.000</td>
</tr>
<tr>
<td>2</td>
<td>-1390</td>
<td>2807</td>
<td>2964</td>
<td>2854</td>
<td>2867</td>
<td>2813</td>
<td>0.010</td>
<td>0.885</td>
</tr>
<tr>
<td>3</td>
<td>-1279</td>
<td>2594</td>
<td>2812</td>
<td>2659</td>
<td>2677</td>
<td>2602</td>
<td>0.010</td>
<td>0.893</td>
</tr>
<tr>
<td>4</td>
<td>-1213</td>
<td>2472</td>
<td>2751</td>
<td>2555</td>
<td>2578</td>
<td>2482</td>
<td>0.010</td>
<td>0.917</td>
</tr>
<tr>
<td>5</td>
<td>-1207</td>
<td>2470</td>
<td>2810</td>
<td>2571</td>
<td>2599</td>
<td>2482</td>
<td>0.050</td>
<td>0.887</td>
</tr>
</tbody>
</table>

K = number of latent profiles in the model; LL = Log-Likelihood; AIC = Akaike Information Criterion; AWE = Approximate Weight of Evidence criterion; BIC = Bayesian Information Criterion, CAIC = Consistent Akaike Information Criterion; SABIC = Sample-size Adjusted BIC; pBLRT = Bootstrapped Likelihood Ratio Test.

Values in bold indicate the best-fitting model.

Figure 1 presents the breakdown of standardized skills, ISE (Internet self-efficacy), and trust scores over the four profiles generated. The first cluster (labelled “Digitally unskilled but more trust profile”; Median = 1.89) consisted of 27 participants who reported the lowest levels for three dimensions of skills but relatively higher levels of trust. The second cluster (“Digitally adequate and confident profile”; Median = 2.94) comprised 53 participants who reported moderately low scores in skill dimensions but higher trust scores. The third cluster (“Digitally proficient but lack of trust profile”; Median = 4.50), also the largest one, consisted of 104 participants who were confident in all skill dimensions but scored lower on trust. The fourth cluster (“Digitally able and steady trust profile”; Median = 3.62) comprised 86 participants who reported even scores in all dimensions except advanced skills, which was slightly lower.
Figure 1. The four digital ability skill profiles with z-scores identified by latent profile analysis.

Note. The model indicators are on the x-axis, whereas the y-axis represents the z-scores. The four profiles were defined by the crisscrossing lines. The profile labels are listed at the bottom, with relative profile sizes presented in percentage (%) in parenthesis.

The profiles generated were further scrutinized to ascertain whether there was a significant variation in the intention to utilize digital health and social welfare services, as well as age, within the profiles. The demographic variables of gender and educational level were excluded from the analysis due to the small effect size of gender and the lack of association between educational level and any of the measures in the univariate tests. A Kruskal-Wallis test unveiled a statistically significant difference in both intention and age across the four profiles, as detailed in Table 3. Eta squared (η2), which measures the proportion of the total variance in a dependent variable that is associated with the membership of different groups, indicated a large effect in relation to both intention and age. The intention to use digital health care and social welfare services was higher in profile 3 compared to profiles 4, 2, and 1. Furthermore, participants in profile 3 were younger than those in profiles 1, 2, and 4.
Table 3. Differences in intention and age across the four skills and trust profiles.

<table>
<thead>
<tr>
<th>Profile 1</th>
<th>Profile 2</th>
<th>Profile 3</th>
<th>Profile 4</th>
<th>Post-hoc Comparison</th>
<th>Kruskal-Wallis</th>
</tr>
</thead>
<tbody>
<tr>
<td>(N = 27)</td>
<td>(N = 53)</td>
<td>(N = 104)</td>
<td>(N = 86)</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Mdn</td>
<td>Mdn</td>
<td>Mdn</td>
<td>Mdn</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Intention</td>
<td>2.30</td>
<td>3.20</td>
<td>4.00</td>
<td>3.40</td>
<td>Comparison</td>
</tr>
<tr>
<td>SD</td>
<td>1.10</td>
<td>.90</td>
<td>.89</td>
<td>.91</td>
<td></td>
</tr>
<tr>
<td>Age</td>
<td>53</td>
<td>46</td>
<td>31</td>
<td>41</td>
<td></td>
</tr>
<tr>
<td>SD</td>
<td>9.5</td>
<td>11.2</td>
<td>9.2</td>
<td>12.3</td>
<td></td>
</tr>
<tr>
<td>Mdn = the median value of the data set; ***p &lt; .001</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Discussion

The research identified four distinct profiles of digital skills, ISE, and trust, with varying levels of skill and trust among participants. The study investigated the relationship between these profiles and the intention to use digital health care and social welfare services, finding statistically significant differences in intention across the four profiles. Additionally, age and gender were found to vary among the generated profiles.

Among the identified profiles, the largest group, "Digitally proficient but lack of trust" (profile 3), exhibited high confidence in basic and advanced digital skills and internet self-efficacy. Despite this proficiency, trust in service providers was quite low compared to their skills scores. However, interestingly, their intention to utilize digital health and social welfare services was the highest among all profiles. This profile was characterized by a relatively young age structure, suggesting that younger individuals comprised a significant portion of this group.

The second largest group, labelled "Digitally able and steady trust" (profile 4), demonstrated a balanced profile across all dimensions. They displayed a consistent inclination towards using digital services and were the second youngest group among the four profiles. The third largest group, "Digitally adequate and confident" (profile 2), fell between the characteristics of profiles 1 and 4 regarding digital skills, trust, intention, and age levels. Conversely, the smallest group, designated as "Digitally unskilled but more trust" (profile 1), scored the lowest in digital skills and intention levels. Additionally, this group consisted of older individuals with higher levels of trust in digital service providers despite their limited digital skills.

Regarding the intention to use digital services, it was found that age significantly influenced digital skill profiles. The two largest profile groups demonstrated high levels of internet self-efficacy, a factor known to promote the adoption of digital services [21]. The largest profile is of particular interest, characterized as "Digitally proficient but lack of trust," which exhibited low trust in digital service providers but showed a high intention to use digital services. Furthermore, younger participants displayed a higher intention to use digital services irrespective of trust issues, indicating their greater openness to digital technology utilization. These overall findings of low trust scores within the profiles are consistent with prior research findings [10,23].

A significant finding in this study pertains to the association between trust in online service providers and the propensity to utilize digital health care and social welfare services. Earlier research has demonstrated that individuals with greater trust in digital service providers are more likely to engage with
these services [24,25]. However, trust scores were comparatively lower among the prisoners who participated in the study. Despite this, the intention to use digital services remained high, particularly among the younger inmates. This suggests that while trust plays a pivotal role in fostering the adoption of digital services, additional factors, such as age and individuals' beliefs in their own digital skills, may also influence inmates' willingness to embrace digital technologies.

Overall, 60% of the total profile members in this study scored lower in advanced digital skills. It is noteworthy that despite the common occurrence of learning difficulties among prisoners [35], this study surprisingly revealed that prisoners exhibited higher levels of advanced internet skills than individuals with mental health backgrounds. This finding suggests that inmates may tend to overestimate their level of advanced digital skills compared to their actual proficiency.

One of the main problems with self-assessment data is positivity bias, where participants tend to assess themselves too positively and may claim to possess traits or perform actions that they do not actually have or do. Previous research has revealed that around 20% of participants exhibited positivity bias in self-assessment data, where some participants falsely claimed comprehension of fictional digital competence terms (i.e., foils) [36]. Complete elimination of positivity bias may not be feasible, as it is a common cognitive bias. However, awareness of its potential presence and adopting these strategies can help mitigate its impact and lead to more accurate self-assessments.

**Limitations**

The study was conducted in Finnish community-based mental health services and prisons. It faced data collection challenges due to the COVID-19 pandemic, which resulted in a low response rate. The sample may lack diversity, as the survey may not have reached individuals with severe mental conditions, literacy difficulties, or those in non-conducive prison environments. Furthermore, individuals with digital devices and better internet skills were likely more inclined to participate. To ensure broader participation, researchers offered both paper and electronic questionnaires. The small sample size and these biases limit the study’s generalizability. The study relied on self-reports, making it susceptible to biases like satisficing and social desirability. However, the anonymous and partially online survey format could mitigate these biases.

**Conclusions**

The dominant cluster of survey respondents displayed elevated levels of digital proficiency but expressed lower trust in service providers. Nevertheless, they were strongly inclined to embrace digital health care and social welfare services, particularly among the younger participants. These findings imply that trust alone does not exclusively govern digital service adoption. Instead, other factors such as age and individuals' perceived digital competence also play pivotal roles in shaping their willingness to adopt digital technologies. Surprisingly, despite the prevalence of learning challenges among prisoners, this study uncovered that inmates exhibited higher levels of advanced internet skills than individuals with mental health backgrounds. This observation suggests that prisoners may overrate their proficiency in advanced digital skills relative to their actual abilities. By comprehending the determinants influencing digital service adoption, policymakers and practitioners can develop more targeted interventions to enhance digital proficiency. Further research that merges empirical skill assessments with self-reported data could provide a more profound understanding of the discrepancies between
perceived and actual digital competencies. Eventually, this combined methodology could lead to the development of more efficient approaches to promote digital inclusivity and enhance the adoption of digital health care and social welfare services.
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